
 
 

SELEZIONE PUBBLICA, PER TITOLI ED ESAMI, PER LA COPERTURA DI N. 1 POSTO DI CATEGORIA D – POSIZIONE 

ECONOMICA D1 – AREA TECNICA, TECNICO-SCIENTIFICA ED ELABORAZIONE DATI, A TEMPO INDETERMINATO E 

PIENO, PRESSO IL SERVIZIO INFRASTRUTTURE INFORMATICHE. 

 
Criteri di valutazione delle prove 
 

La prova consisterà in tre quesiti a risposta aperta, un quesito a risposta multipla con necessità di un commento da 

parte del candidato, un quesito a risposta multipla non esclusiva (una o più risposte corrette) e un quesito a risposta 

multipla esclusiva (una sola risposta esatta) 
 
Per la valutazione la Commissione terrà conto dei seguenti criteri: 

 correttezza 

 capacità di argomentazione (ove previsto) 

 ampiezza dell’informazione (ove previsto) 

 chiarezza di esposizione (ove previsto) 

 capacità di sintesi (ove previsto) 

 
Nello specifico i punteggi saranno così attribuiti: 
 massimo 6 punti alle domande n.1), 2) e 3) di ciascuna prova; 

 massimo 5 punti alla domanda n.4) di ciascuna prova; 

 massimo 4 punti per la domanda n.5) di ciascuna prova; 

 3 punti per risposta esatta alla domanda n.6) di ciascuna prova. 
 

 
Criteri di valutazione dei titoli 
 

A. LAUREA: max 5 punti su 15 
 Laurea di I livello rilasciata secondo l’ordinamento successivo ai DM 509/99 e DM 270/2004 max 4  punti su 

15, secondo la seguente suddivisione: 

Voto laurea Punti assegnati 
da 67/110 a 75/110 punti 0,40 
da 76/110 a 84/110 punti 0,80 
da 85/110 a 89/110 punti 1,20 
da 90/110 a 94/110 punti 1,60 
da 95/110 a 99/110 punti 2,00 
da 100/110 a 103/110 punti 2,40 
da 104/110 a 106/110 punti 2,80 
da 107/110 a 109/110 punti 3,20 
110/110 punti 3,60 
110/110 con lode punti 4,00 

Il punteggio viene attribuito al voto di laurea relativo al titolo di studio conseguito con miglior profitto nell’ambito 

di quelli dichiarati per l’ammissione alla selezione previsti dall’art.2, comma 1 lett. a) del  bando di selezione. 
Il punteggio viene calcolato unicamente sulla base di quanto dichiarato dai candidati nella domanda di 

partecipazione ai fini dell’ammissione alla selezione. In caso di mancata indicazione della votazione conseguita, 

sarà considerata la votazione minima e pertanto non sarà attribuito alcun punteggio. 
 
 Diploma di Laurea rilasciato secondo l’ordinamento previgente ai DM 509/99 e DM 270/2004 o della Laurea 

Specialistica/Magistrale rilasciata secondo l’ordinamento di cui ai DM 509/99 e DM 270/2004: 

max 1 punto su 15, secondo i seguenti criteri: 
1 punto per il possesso di diploma di laurea o di laurea specialistica (LS) o magistrale (LM) prevista 
dall’art.2, comma 1 lett. a) del bando di selezione. In caso di laurea specialistica o magistrale tale 
punteggio è attribuibile solo nel caso in cui essa sia il proseguimento di una laurea triennale conseguita dal 



 

  

 
candidato tra quelle previste come requisito minimo di partecipazione all’art.2, comma 1 lett. a) del bando 

di selezione. 
 
B) TITOLI ACCADEMICI POST-LAUREA : solo se giudicati attinenti alla professionalità oggetto di selezione, 

max 2 punti su 15 assegnati come di seguito indicato: 

Tipologia titolo Punti assegnati 

Titolo di Dottore di Ricerca (PhD) 2 

Master universitario di secondo livello 2 

Laurea ulteriore rispetto al titolo di studio per l'ammissione al concorso 2 

Diploma di specializzazione 2 

Master universitario di primo livello 1 

 
C. ATTIVITA’ LAVORATIVA prestata con rapporto di lavoro subordinato o autonomo presso università, 

soggetti pubblici o privati, giudicata attinente alla professionalità oggetto di selezione max 5 punti su 15 assegnati 

come di seguito indicato: 

a. Attività di lavoro subordinato max 2,5 punti 
c/o amministrazioni non universitarie e c/o privati:  0,5 p. per ogni semestre 
c/o amministrazioni universitarie:    0,5 p. per ogni semestre 
Per periodi inferiori a sei mesi verranno attribuiti punteggi in proporzione. 
 
b. Attività di lavoro autonomo max 2,5 punti 
c/o amministrazioni non universitarie e c/o privati:  0,5 p. per ogni semestre 
c/o amministrazioni universitarie:    0,5 p. per ogni semestre 
Per periodi inferiori a sei mesi verranno attribuiti punteggi in proporzione. 
 
D. TITOLI PERTINENTI: max 3 punti su 15 assegnati, come di seguito indicato: 

Abilitazione professionale     3 punti 
Iscrizione all’Ordine professionale    3 punti 
Incarichi professionali      1 punto per ciascun incarico 
Pubblicazioni       1 punti per ciascuna pubblicazione 
Saranno valutate pubblicazioni in cui il candidato è autore/coautore che dimostrino la sua conoscenza e/o 

competenza in uno degli ambiti indicati nell’art. 1 del bando 
 

 

 

 

  



 

  

 
 

 

 

 

 

Prove scritte 
 

  



PROVA 1
DOMANDA 1
Descrivere il comportamento del seguente script? Quale è il suo output? Ci sono dei casi in
cui produce un errore?

#!/bin/bash

i=1
m=0
echo "Inserire 5 numeri"
while [ $i -le 5 ]
do
read j
m=$((m + j))
i=$((i + 1))

done
g=$(echo $m / 5 | bc -l)
echo $g

DOMANDA 2
Dare almeno 3 motivazioni per cui è utile adottare un sistema di virtualizzazione

DOMANDA 3
Descrivere il funzionamento delle vulnerabilità di cross site scripting e quali sono le
differenze con l’SQL Injection.

DOMANDA 4 (scegliere una risposta)
Quanti host si possono inserire in una sottorete con netmask /28 ?

A. 14
B. 16
C. 18
D. 30

Motivare brevemente la risposta



DOMANDA 5
Dove è possibile ottenere il mapping tra ip e dominio e di dominio (scegliere anche più di
una risposta valida)

a. Local client cache
b. Local DNS server cache
c. Authoritative DNS servers
d. Non-authoritative DNS servers

DOMANDA 6
In sistemi Windows, Active Directory rappresenta (scegliere una risposta):

a. Il programma di gestione delle partizioni di un disco
b. Uno strumento di gestione globale delle risorse della rete
c. Un software di backup dell'intero File System
d. Le directory attive sul file system corrente



PROVA 2
DOMANDA 1
Descrivere il comportamento del seguente script? Quale è il suo output? Ci sono dei casi in
cui produce un errore?

#!/bin/bash

declare -a a
a=(1 2 3 4 5 6 7)
i=1
m=0
while [ $i -le 5 ]
do

j=${a[i]}
m=$((m + j))
i=$((i + 1))

done
g=$(echo $m / 5 | bc -l)
echo $g

DOMANDA 2
Cosa si intende per sideloads delle app su dispositivi mobile e perchè può concretamente
rappresentare un problema di privacy e sicurezza

DOMANDA 3
Descrivere cosa si intende per container applicativo e in che modo questi si differenziano
dalla virtualizzazione classica

DOMANDA 4
Avendo a disposizione inizialmente una netmask a /22, quale tra le seguenti maschere
permette di creare 5 nuove sottoreti con il maggior numero possibile di host? (scegliere una
risposta)

A. /25
B. /24
C. /26
D. /27

Descrivere brevemente il perché della scelta fatta



DOMANDA 5
Relativamente al protocollo NTP (Network Time Protocol),quale delle seguenti affermazioni
è vera? (possibile più di una risposta)

a. Usa TCP
b. Ci sono router che possono funzionare sia da  clients che da servers
c. Usa UDP
d. Usa la porta 123

DOMANDA 6
Un router packet filtering di un firewall (scegliere una risposta):

a. filtra a livello applicativo
b. filtra a livello di indirizzi IP
c. filtra a livello di porta
d. nessuna delle precedenti



PROVA 3
DOMANDA 1
Descrivere il comportamento del seguente script? Quale è il suo output? Ci sono dei casi in
cui produce un errore?

#!/bin/bash

echo "Inserire un numero"
read m
u=0
while [ $m -gt 0 ]
do

g=$((m % 10))
z=$((z + g))
m=$((m / 10))

done

echo $z

DOMANDA 2
Descrivere in sintesi come funzionano i gestori di macchine virtuali in un’architettura cloud

DOMANDA 3
Descrivere le problematiche di sicurezza relative alle reti wireless e come eventualmente sia
possibile rendere sicura una connessione wifi da un accesso wifi pubblico

DOMANDA 4
Quale dei seguenti indirizzi si trova nella stessa sottorete di un pc che sta usando 10.0.35.90
/23 ? (Scegliere una risposta)

a. 10.0.32.1
b. 10.0.35.254
c. 10.0.36.15
d. 10.0.33.92

Spiegare brevemente perché



DOMANDA 5
Un client non-DHCP non può accedere alla rete se sulla porta è abilitata la funzionalità di
ARP Inspection. Quale delle seguenti risolverebbe il problema (scegliere più di una
risposta)?

a. Configurare una ACL per  ARP sulla porta dello switch
b. Abilitare DHCP relay sulla porta
c. Abilitare la funzionalità di ip helper sulla porta
d. Rendere il client un client DHCP compatibile

DOMANDA 6
Seguendo le linee guida attuali di Microsoft, è possibile connettere la directory locale ad
Azure AD (scegliere una risposta)?

a. si
b. si ma occorre attivare uno specifico servizio su Azure
c. si ma occorre attivare uno specifico servizio sul Domain Controller dell'AD locale
d. no



 

  

 
 

 

 

 

 

Quesiti dei colloqui e testo per l’accertamento della lingua inglese 
 

 



Orale 1

1- Descrivere brevemente le funzionalità di uno switch di rete

2- Parlare delle problematiche relative alla disposizione fisica dei server in una sala CED.
Come funzionano gli armadi rack? Esistono delle misure standard? Di quali tipologie di rack si
è a conoscenza? Descrivere una o più modalità di disposizione degli armadi  in funzione delle
soluzioni di continuità elettrica e di raffreddamento

3-Descrivere come si potrebbe implementare un sistema di autenticazione mediante directory
LDAP. Descrivere in relazione a quanto detto quali vantaggi è possibile ottenere mediante
l’utilizzo di una VPN e un Firewall centralizzato.

4-Il candidato, con riferimento alla disciplina privacy vigente, esponga il concetto di
data-breach. Effettui alcune esemplificazioni pratiche. Approfondisca le modalità con cui deve
essere notificato, a chi ed in quali tempi.

5-Il candidato esponga le linee generali di sicurezza richieste nella Pubblica Amministrazione
dalle Misure Minime AGID con riferimento a: “la valutazione e correzione continua delle
vulnerabilità”



Orale 2

1- Descrivere brevemente le funzionalità di un router

2- Parlare delle problematiche relative alla disposizione di gruppi di continuità in una sala CED.
Che tipo di continuità operativa possono garantire? Esistono soluzioni che assicurano una
maggiore continuità operativa? Quali soluzioni si possono individuare per garantire la copertura
di lunghi periodi di mancanza di corrente e quali problematiche ne conseguono?

3- Descrivere come si potrebbe implementare un sistema di autenticazione mediante Single
Sign ON. Descrivere in relazione a quanto detto quali vantaggi è possibile ottenere mediante
l’utilizzo di una VPN e un Firewall centralizzato.

4-Il candidato approfondisca almeno 4 dei principi fondamentali richiamati dal GDPR nel campo
della Protezione dei Dati Personali.

5-Il candidato esponga le linee generali di sicurezza richieste nella Pubblica Amministrazione
dalle Misure Minime AGID con riferimento a: “l’uso appropriato dei privilegi di amministratore”



Orale 3

1- Descrivere brevemente le funzionalità di un firewall

2- Descrivere  i sistemi di condizionamento  in una sala CED. Come si misura la capacità di
condizionamento? Conosci varie alternative nel progettare un sistema di raffreddamento? Cosa
si potrebbe fare per garantire la continuità operativa del condizionamento?

3- Descrivere come si potrebbe implementare un sistema di autenticazione mediante Active
Directory o tecnologie simili. Descrivere in relazione a quanto detto quali vantaggi è possibile
ottenere mediante l’utilizzo di una VPN e un Firewall centralizzato.

4- A norma GDPR e sulla base delle recenti indicazioni del Garante per la protezione dei Dati
personali, quali sono le misure privacy da implementare obbligatoriamente su un sito WEB?

5-Il candidato esponga le linee generali di sicurezza richieste nella Pubblica Amministrazione
dalle Misure Minime AGID con riferimento a: “le copie di sicurezza”



Orale 4

1- Descrivere brevemente la le funzionalità di un access point

2- Parlare delle problematiche relative al monitoraggio remoto dello stato di salute di tutte le
apparecchiature presenti in sala server, con riferimento alla temperatura e alla continuità
elettrica. Eventualmente si è a conoscenza di meccanismi che permettono di controllare lo
stato del server da remoto limitando gli accessi fisici nelle sale server?

3- Descrivere come si potrebbe implementare un meccanismo di autenticazione basato su un
database utenti. Quale precauzioni prenderesti per la memorizzazione delle password?
Descrivere in relazione a quanto detto quali vantaggi è possibile ottenere mediante l’utilizzo di
una VPN e un Firewall centralizzato.

4- Il candidato, con riferimento al GDPR, descriva in maniera dettagliata i ruoli delle figure
chiave coinvolte nella Protezione dei Dati Personali all’interno di una organizzazione.

5- Il candidato esponga le linee generali di sicurezza richieste nella Pubblica Amministrazione
dalle Misure Minime AGID con riferimento a: “le difese contro il malware”



Orale 5

1- Descrivere brevemente le funzionalità di un captive portal

2- Parlare delle problematiche relative alla sicurezza per garantire l’accesso fisico a diversi
operatori. Come organizzeresti gli accessi e che tipo di precauzioni prenderesti per monitorare
il sorgere di problemi e per esempio garantire che ogni operatore agisca solo sugli ambiti per
cui è autorizzato?

3- Descrivere come si potrebbe implementare un meccanismo di autenticazione basato
sull'autenticazione a due fattori. Descrivere in relazione a quanto detto quali vantaggi è
possibile ottenere mediante l’utilizzo di una VPN e un Firewall centralizzato.

4- Il candidato, con riferimento alla disciplina GDPR inquadri, anche grazie ad esemplificazioni,
lo stretto legame che esiste tra privacy e security

5- Il candidato esponga le linee generali di sicurezza richieste nella Pubblica Amministrazione
dalle Misure Minime AGID con riferimento a: “Inventario dei software autorizzati e non
autorizzati”
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